Glo & Grow
Hair and Beauty Alternative Provision
E-Safety Policy
Policy Statement
This E-Safety Policy is intended to protect learners, staff, and visitors from risks associated with the use of digital technology. As part of a modern vocational learning environment, digital tools and online platforms play an important role in education, communication, and personal development. We are committed to promoting the safe and responsible use of these technologies.
1. Aims
- To ensure the safety and wellbeing of all learners and staff when using digital devices and the internet.
- To promote responsible digital behaviour in line with safeguarding and professional standards.
- To protect the reputation of the provision and individuals within it.
- To comply with the UK Data Protection Act and relevant online safety legislation.
2. Scope
This policy applies to:
- All staff and students.
- Volunteers and visitors using provision-owned or personal devices on-site.
- All online activity that affects or represents the provision.
3. Acceptable Use
All users must agree to an Acceptable Use Agreement, which includes:
- Using the internet and devices for educational and professional purposes only.
- Not accessing or sharing inappropriate content.
- Not cyberbullying or harassing others online.
- Not recording or photographing others without their informed consent.
- Not using personal devices during sessions unless permitted by a tutor.
4. Use of Social Media and Digital Platforms
- Learners must not post any images or videos from sessions unless approved by staff.
- Staff and students are prohibited from forming personal relationships with each other on social media.
- Any communication between staff and learners should be professional and preferably via official provision channels.
- The provision may use social media for marketing and communication, but all posts are subject to managerial approval.
5. Online Learning and Digital Resources
- All virtual learning environments and digital portfolios are monitored by staff.
- Students must follow the same rules of conduct online as they would in person.
- Personal information should not be shared in online spaces.
6. Use of Images and Video
- Learners and staff must give written consent before any photos or videos are taken or used.
- Images must be stored securely and used only for educational or promotional purposes.
- No images should be taken in private or sensitive areas (e.g., changing areas).
7. Reporting Concerns
- Any e-safety concerns, including cyberbullying, grooming, or inappropriate content, must be reported to the Designated Safeguarding Lead (DSL).
- Learners are encouraged to speak up without fear of judgment or reprisal.
8. Training and Awareness
- All staff receive annual e-safety and safeguarding training.
- Learners are introduced to safe digital practices at induction.
- E-safety topics are embedded within the curriculum (e.g., how to build a safe digital presence for their portfolio).
9. Data Protection and Device Security
- Devices should be password-protected and used in accordance with GDPR guidelines.
- Personal data must not be stored on unsecured devices.
- Wi-Fi access is monitored and filtered to block harmful content.
10. Breaches of Policy
- Any breach of this policy may result in disciplinary action.
- Illegal activity will be reported to the appropriate authorities.
11. Review and Monitoring
This policy is reviewed annually or after any significant incident or legal update.
Feedback from learners and staff is used to improve practice.
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